
 

Dear Customer, 

 

Ever-Long Securities Company Limited - statement of declaration on phishing e-

mails  

 

We, Ever-Long Securities Company Limited (“Ever-Long”), have recently detected 

suspicious activities related to fake staff identity of Ever-Long, and theft of company 

name of Ever-Long, in scam e-mails that may contain computer virus.  

  

We hereby issue a statement of declaration that no such scam e-mail has ever been 

issued by Ever-Long, and such scam e-mails have no connection whatsoever with 

Ever-Long or any of its group companies.  

 

We strongly remind all clients of Ever-Long who may, unfortunately, have received 

such scam e-mails to delete such scam e-mails immediately, and DO NOT open/click 

on any file(s)/link(s) contained in such scam e-mails to avoid any risk of virus 

infection.  

 

If you shall receive any suspected scam e-mail or communication purporting to 

originate from, or relating to, Ever-Long in the future, or should you have any 

question or doubt, please contact us immediately.  

 

 

Ever-Long Securities Company Limited 

Customer Service Department  

Email: cs@everlong.com 

Tel: 2541 8006 

 

 

 

mailto:cs@everlong.com


 

親愛的客戶, 

 

長雄證券就偽冒電郵作出澄清聲明  

 

我們注意到最近有不法分子冒認本公司職員、公司名稱及電郵地址，寄出疑似

帶有病毒的可疑電郵到各不同人士及客戶的電子郵箱。 該等偽冒電子郵件並

非由本公司發出，與本公司亦沒有任何關係，特此澄清。  

 

如有任何人士或客戶收到偽冒電郵，請直接刪除郵件，切勿打開/點擊郵件內

的檔案/連結，以免電腦受病毒感染。  

 

如閣下收到可疑電郵或有任何疑問，請與本公司客戶服務部聯絡。  

 

 

 

長雄證券有限公司 

客戶服務部  

電郵：cs@everlong.com 

電話：2541 8006 
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